                     Technology Comparison:

                   UltraDNS vs. Bind
Key Comparison Attributes
Bind
UltraDNS Managed DNS Service

Description of product or service that implements DNS
A freeware DNS server (software only) package
A complete and instantly deployable DNS hosted solution that includes 1) advanced DNS software hosted on a global network of full fail over servers with world wide deployment, 2) patent pending technology that enables fast and reliable DNS operation, 3) 24x7 technical support and service, 4) a web-based user interface containing novice and advanced DNS and user management tools, and 5) the commitment and dedication of an awesome team of experts that think, speak, eat, dream, and love DNS.

Development Approach Used
Freeware / Open Source Model
Professionally and commercially developed from the ground up using advanced tools, techniques, and technologies.

Your Web Customer's Satisfaction and Experience
Your customers will usually "find" and connect to your website in a reasonable amount of time.  Worldwide customers will reach you more slowly. However, some of your customers will not reach you at all due to DNS problems.  Sometimes they give up and click to another site.
Customers will "find" and connect to your site quickly and reliably no matter where in the world they are located.  They are happier since they are always able to connect to your site so quickly and will likely visit again.

Graphic User Interface
Text file based, does not include a user interface.  You must use text editor like VI or EMACE to make changes.  You can buy ($$$) third party developed GUI's to Bind (like what the original windows OS was to DOS.
Includes a fully Integrated web based graphical user interface.

Technical Support
No support included.  You must either support it yourself (which costs time) or buy support (which costs money $$$) from a consultant or other third party.
Includes 24x7 Technical Support
      (Phone, E-Mail, & Web)

Cost to Procure DNS Server Software (or service)
Free
Nominal Monthly Fee

Cost to Manage DNS for Large Numbers of Domains
Expensive!!   Even though server software is "free", you must pay in terms of support, hardware cost, downtime management, acquiring supplementary software and services, inefficiencies in managing and maintaining DNS information, consequences involved with delays of getting your DNS changes available on the Internet.
Very inexpensive as the Managed DNS Service hosts and operates the DNS for you and provides you with management tools which together minimize the amount of time, people, and resources you would otherwise need to spend to manage and maintain DNS yourself.

Cost to Deploy a World Wide DNS Server Network
Very expensive!!  (hardware, software, co-location fees, bandwidth, management time and people recourses, maintenance time, procurement time).
None.  The UltraDNS provides your customer's access to a world-class global DNS server network.

Database Repository
Uses an ancient file (text based) database.  Entire database must be loaded into and reside in the primary name server's main memory.  As a result, you must load an entire zone even if you only change one record meaning that large domains could take a long time to load.  Furthermore, if you have to kill and restart a name server, you must load EVERY zone.  Also, a large amount of expensive system memory is needed on server.  Note, while reloading the DNS information, your primary name server is completely unavailable to process DNS queries.
Uses commercial-grade Oracle™ Relational Database.  Efficiently and quickly processes single or multiple record updates.

Multiple "Primary Name Servers" supported? 

Bind has no facilities to manage and synchronize multiple authoritative primary name servers. Consequently, only a single primary server (and point of failure) is used for updating DNS information.  If that server goes down, you will not be able to update any DNS information until that server is restarted.
Service includes multiple primary master name servers.  This means that you can still update your DNS information even in the unlikely event one (or more) UltraDNS primary name servers is down.   

Does system automatically recognize changes made to DNS data?
No.  You must explicitly signal the name server to reload DNS information.  Changes to the text files are not automatically incorporated into the DNS system due to the expense (time) it takes to reload the data to your Primary name server.  As a result, most ISPs will usually update their primary name server only 1 to 3 times per day (too slow), which mean your DNS changes may take up to 24 hours to be available.  Now, you could develop you own scripts to do this but who would want to?  
Yes.  Real-time update of DNS information.  Changes automatically propagate to network.

Updates automatically propagated to Secondary DNS Server(s)
Yes
Yes

DNS Reliability and Fault Tolerance 
Poor:   If you do not use a local cluster of DNS servers, you will have a single (server and IP) point of failure.  If one of your DNS servers goes down, all DNS queries that hit that server will fail (time out before falling over to the other server).
Good.  If you cluster more than one DNS servers behind a single IP address (i.e. use an F5-type load balancing solution) you still have single point of failure in your DNS (i.e. the network for that DNS goes down).
Excellent.  The DNS Global Server Network has full fail-over reliability and redundancy.  If one or more servers fail, the closest available server will handle the request.

Human Error Susceptibility
Yes, Bind is prone to human error.  If you forget to change a serial number in your DNS record, the DNS record will not be uploaded to the primary name server.  You can build your own or pay for third party management tools to reduce these errors.
Errors are minimized because the integrated web-based graphical user interface helps to prevent common DNS errors.
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